**Родительский всеобуч в 3 классе**

**Тема 2. «Как защитить детей от информации, причиняющей вред их здоровью и развитию».**

Цель:

Задачи:

1. Повысить уровень осведомленности родителей о негативном влиянии агрессивного контента СМИ и иных средств массовой коммуникации на детскую психику и способах его предупреждения.

2. Повысить уровень осведомленности родителей о нормах Федерального Закона   
№ 436-ФЗ «О защите детей от информации, причиняющей вред их здоровью и развитию» и других нормативных правовых актах, регулирующих вопросы информационной безопасности детей.

3. Познакомить родителей с материалами «Методических рекомендаций о порядке использования личных устройств мобильной связи в общеобразовательных организациях» от 19.08.2019, разработанных Роспотребнадзором, Минпросвещения, Рособрнадзор и Российской академией образования, целью которых является профилактика возможного вреда здоровью школьников и повышения эффективности образовательного процесса.

4. Познакомить родителей с информацией о последствиях длительного времени использования мобильных телефонов детьми и подростками, приводящих к нарушениям психики, гиперактивности, раздражительности, нарушениям сна, снижению умственной работоспособности, ослаблению памяти и внимания.

Форма проведения: семинар-практикум.

Ход собрания.

Добрый вечер, уважаемые родители!

Сегодня я хочу познакомить вас с федеральным законом № 436 «О защите детей от информации, причиняющей вред их здоровью и развитию», вступивший в силу 1 сентября этого года.

При современном уровне развития массовых коммуникаций и информационных технологий, родители и учителя зачастую не имеют возможности оградить детей от негативной и вредной для них информации. Переизбыток жестокости и насилия в общедоступных источниках массовой информации может сформировать у детей искаженную [картину](http://kaakaadoo.ru/) мира и неправильные, порой даже опасные жизненные установки.

21 декабря 2010 года Государственной Думой был принят [Федеральный Закон «О защите детей от информации, причиняющей вред их здоровью и развитию» N 436-ФЗ](file:///C:\Users\admin\Desktop\%D0%9C%D0%B0%D1%82%D0%B5%D1%80%D0%B8%D0%B0%D0%BB%20%D0%BF%D0%BE%20%D1%82%D0%B5%D0%BC%D0%B5%20%20%C2%AB%D0%9E%20%D0%B7%D0%B0%D1%89%D0%B8%D1%82%D0%B5%20%D0%B4%D0%B5%D1%82%D0%B5%D0%B9%20%D0%BE%D1%82%20%D0%B8%D0%BD%D1%84%D0%BE%D1%80%D0%BC%D0%B0%D1%86%D0%B8%D0%B8,%20%D0%BF%D1%80%D0%B8%D1%87%D0%B8%D0%BD%D1%8F%D1%8E%D1%89%D0%B5%D0%B9%20%D0%B2%D1%80%D0%B5%D0%B4%20%D0%B8%D1%85%20%D0%B7%D0%B4%D0%BE%D1%80%D0%BE%D0%B2%D1%8C%D1%8E%20%D0%B8%20%D1%80%D0%B0%D0%B7%D0%B2%D0%B8%D1%82%D0%B8%D1%8E%C2%BB%20_%20%D0%A1%D0%BE%D1%86%D0%B8%D0%B0%D0%BB%D1%8C%D0%BD%D0%B0%D1%8F%20%D1%81%D0%B5%D1%82%D1%8C%20%D1%80%D0%B0%D0%B1%D0%BE%D1%82%D0%BD%D0%B8%D0%BA%D0%BE%D0%B2%20%D0%BE%D0%B1%D1%80%D0%B0%D0%B7%D0%BE%D0%B2%D0%B0%D0%BD%D0%B8%D1%8F.htm)(одобрен Советом Федерации 24 декабря 2010 г.) и был подписан бывшим президентом Дмитрием Медведевым.

Законом введен запрет на информацию, вызывающую у детей страх, ужас и панику, а также оправдывающую насилие и противоправное поведение. Недопустимо бесконтрольно распространять информацию, способную вызвать у детей желание употреблять наркотики, алкоголь или побуждающую к причинению вреда своей жизни и здоровью.

Закон вводит единые нормы для СМИ, книг, аудиовизуальной продукции, компьютерных программ и баз данных, затронув интернет и [мобильный](http://mediamarkt.ru/) контент. Согласно статистике, именно российские дети больше всех страдают от психологического давления в интернете. Новая классификация информационных и развлекательных продуктов должна оградить детскую психику от травмирующего опыта.

Как заявляют психологи, восприняв предосудительную информацию, маленький ребенок может получить травму на всю жизнь, что потом выльется в антисоциальное поведение во взрослой жизни или даже развившееся психическое расстройство. Понять, что тот, или иной продукт опасен, помогут так называемые знаки информационной продукции, представляющие собой графическое или текстовое обозначение классификации.

Закон делит несовершеннолетних на возрастные группы: до 6 [лет](http://letu.ru/), от 6 до 12 лет, от 12 до 16 [лет](http://letu.ru/), и старше 16 [лет](http://letu.ru/).

Закон предлагает использование знака информационной продукции в виде цифр в углу кадра в начале трансляции телепрограммы, а также при каждом возобновлении трансляции после перерывов.

По мнению законодателей, это существенно упростит родителям процесс контроля над тем, что смотрят их дети. «Например, увидев отметку «18+», родитель может попросить ребенка переключить канал».

Также документ запрещает показ опасных для психики ребенка программ с 4 до 23 часов по местному времени. А с 1 сентября 2012 года все интернет-кафе и клубы обяжут использовать программно-аппаратные средства блокировки опасной информации. Журналы же с «плохими картинками» станут продавать только в запечатанных упаковках.

Закон, разумеется, не преследует целей оградить детей от проблем и сложностей современной жизни и создать иллюзию, что в мире не существует зла, насилия, смерти. Но доносить до детей такого рода информацию необходимо тогда, когда они способны ее понять и принять, и в такой соответствующей их возрасту деликатной форме, чтобы эта информация не причинила вред их психическому здоровью. Например, даже маленьким детям можно рассказывать о насилии, но выражая при этом сострадание к жертве и при условии, что в итоге добро обязательно побеждает зло.

Согласно закону, оценивать, способна ли та или иная информационная продукция причинить вред здоровью и развитию детей, будут эксперты, имеющие высшее

профессиональное образование и обладающие специальными знаниями в области педагогики, возрастной психологии, возрастной физиологии и детской психиатрии.

Сведения, полученные в результате классификации информационной продукции, указываются ее производителем или распространителем в сопроводительных документах на информационную продукцию и являются основанием для размещения на ней с соблюдением требований соответствующих технических регламентов знака информационной продукции и для ее оборота на территории Российской Федерации.

В таких средствах массовой информации, как телевидение, радио и печатная продукция размещение информационных знаков можно проконтролировать.

С информацией, размещенной в телекоммуникационных сетях, дело обстоит значительно хуже. Массовое бесконтрольное размещение информации в Интернет невозможно проконтролировать и оценить возможный вред, который эта информация может нанести здоровью и развитию детей. В настоящее время практически любой человек может выложить в Интернет текстовую, аудио- или видеоинформацию. Участились случаи размещения в сети видеосъемок, снятых школьниками на [мобильные телефоны](http://mvideo.ru/) или фотографий откровенно жестокого, циничного и аморального характера.

Мы, педагоги призываем вас, родителей, в это сложное время контролировать свободное время вашего ребенка. Конечно, не доводить до абсурда, поставив жизнь ребенка под тотальный контроль, а постараться сформировать доверительные отношения со своим ребенком, чаще беседовать с ним, в дружеской беседе можно узнать любую информацию: с кем ребенок дружит, чем интересуется, какие отношения в школе с друзьями, учителями.

Существует множество программ и фильтров, которые помогут контролировать открытие нежелательной информации и устанавливать время, которое можно проводить в Интернете. Программы родительского контроля предназначены, в первую очередь, для создания ограничений ребенку, помимо функций ограничения пребывания ребенка за [компьютером](http://mediamarkt.ru/), они призваны обеспечить его безопасность, оградить от того, что, возможно, ему еще рано знать и видеть. Одна из основных задач приложений – создание фильтра web-сайтов. Все очень просто: на одни страницы заходить можно, на другие – нельзя. Как осуществляется подобный контроль? Самыми распространенными являются два варианта ограничений:

1. Создание «белых» и «черных» списков web-сайтов. «Черные» списки должны регулярно обновляться, иначе появление новых ресурсов быстро сделает защиту неактуальной. «Белые» списки – вид более жесткого контроля – ребенок может посещать только те web-сайты, которые ему разрешили родители. Зато не надо автоматически обновлять списки, актуальность со временем практически не теряется
2. фильтрации сайтов по их содержимому. Вы задаете набор ключевых слов, и если что-либо из их списка обнаруживается на web-странице, то она не открывается. Родителям, возможно, придется отбросить прочь страх и стыд, самостоятельно вписывая мат, пошлости, и прочие вещи, запрещенные для ребенка.

Обеспечение безопасности ребенка за [компьютером](http://mediamarkt.ru/) заключается не только в ограничении доступа к web-сайтам. Есть еще одна, если так можно выразиться, группа риска – это программы обмена мгновенными сообщениями (icq, skype и т.п.). Ребенок наивен, он можно нечаянно рассказать незнакомцу ваши личные данные. Злоумышленники хитры, они прикидываются ровесниками, невзначай задают каверзные вопросы. Напрашивается и вторая опасность – собеседники ребенка могут научить его, в лучшем случае, мелким пакостям, а о примерах серьезных бед лучше даже не вспоминать. Некоторые программы родительского контроля способны производить анализ информации, отправляемой с [компьютера](http://euroset.ru/). Если в ней встречаются некие ключевые слова, например, адрес, номер школы или [телефона](http://mediamarkt.ru/), то происходит блокировка отправки сообщения.

О том, какие программы устанавливать на своем компьютере каждый решает для себя сам. Рекомендовать какую-либо программу мы не можем.

Тем не менее, о том, что проблема родительского контроля давно стала общей, говорит то, что средства для ограничения доступа к приложениям, играм и сайтам были включены в состав операционной системы Windows.

Если Вы опытный пользователь и можете самостоятельно осуществлять манипуляции на [компьютере](http://mediamarkt.ru/), предлагаем следующее:

1. Простейший способ ограничить доступ к определенным сайтам в Интернете – [редактирование системного файла hosts](http://yaol.ru/%d0%be-%d0%b7%d0%b0%d1%89%d0%b8%d1%82%d0%b5-%d0%b4%d0%b5%d1%82%d0%b5%d0%b9/#hosts)
2. Если на Вашем [компьютере](http://mediamarkt.ru/) установлена операционная система Windows Vista или Windows 7, вы можете задействовать встроенные средства родительского контроля:  
   [Родительский контроль в Windows Vista и Windows 7](http://yaol.ru/%d0%be-%d0%b7%d0%b0%d1%89%d0%b8%d1%82%d0%b5-%d0%b4%d0%b5%d1%82%d0%b5%d0%b9/#windows)